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1 Introduction

ThinLinX Management Software (TMS) provides the ability to configure and manage any device
running the ThinLinX Operating System (TLXOS) from anywhere in the World

TMS can be used for a variety of tasks, ranging from something as simple as rebooting a
TLXOS device, applying hotfixes, to upgrading the device with the latest TLXOS software.
TMS runs on Windows and Linux, supports all TLXOS devices including Raspberry Pi
devices, Intel & AMD Small Factor devices such as the Intel NUC’s & clones, Compute Sticks
and Re-Purpose PC & Laptops.

2 TMS on Windows installation

TMS is available as a downloadable self-executable. The same executable runs on both 32 and
64 bit versions of Windows. To install TMS, download the .exe installer file from here
https://thinlinx.com/download/ onto your Windows system, double click the downloaded file
and follow the instructions.

3 TMS on Linux installation including TLXOS devices

TMS is available as a downloadable Ubuntu, RePC or RPi .deb package and as a Redhat /
Centos .rpm package, to install the Ubuntu Linux package copy the file to your Linux system
and install with the command

“dpkg —i tms-filename.deb”

To install the Redhat / Centos .rpm package, copy the Centos Linux package to your Linux
system and install with command

“rpm —i tms-filename.rpm”

4 Starting TMS
Start TMS by double clicking on the desktop shortcut


https://thinlinx.com/download/

5 Configuring TMS

When installing TMS the recommended procedure is to accept the default installation directory.
The first time TMS is run on a system, the TMS Preferences dialog appears. Any time after
installation you can manually launch the TMS Preferences dialog if required by clicking on Tools
-> Options. The TMS Preferences box is shown below

bl TMS Preferences ? >

TMS Folder C:\ProgramData\ThinLinX Management Software

Listen Port (TCP) 085 |

Broadcast Port (UDF) 2027

Broadcast Freq (Sec) |5 |

Update Server |http:,.","ﬂ'uinlinx.I:iz,."downloads,." |

Check for F/W Updates () Daily () Manually (® On Startup

License Server |htu:ns:,l",l"'n"ax"n'.tls.thinlinx.cu:nrn,."h'nslu:ngin.php |

[ ] web Proxy Server

Authentication

Columns to Display
(requires restart - drag and drop to rearder)

Firmware Type A

Hostname
Hardware
IP Address
Mode
Firrmware Ver
Client Ver
License Type

Status
Kernel Ver
TFM Ver
Resets to
Based on
Last Seen

A co T

Save Cancel




TMS Folder denotes where TMS will store firmware updates, hotfixes and temporary data and
also department configuration files

Listen Port (TCP) denotes the SSL port number that will be used by TMS. All communications
between TMS and TLXOS devices are SSL encrypted. The connection between the TLXOS
client and TMS is initiated by the client allowing the encrypted data to travel through Firewalls
allowing remote management from anywhere in the World. The default SSL port is 8085. If you
change this port number on TMS, you need to close TMS and restart it. If you are using DHCP
or Static TMS Discovery on TLXOS you must also change the Port number there to match the
TMS Port number used by TMS. If you are running TMS on a Linux system, the SSL port must
be > 1024 as any port number < 1024 can only be accessed by a program running with root
permissions.

Broadcast port (UDP) denotes the port used by TMS to send broadcast packets to TMS Clients
and is used for initial communication. The default port number is 9097 and cannot be changed

Broadcast frequency defines how often TMS transmits a UDP broadcast packet. This packet
contains the TMS Hostname and Port number, the default value is 5 seconds. The TMS client
end of the connection is integrated into TLXOS and by default listens for the UDP broadcast,
then connects to TMS using the information provided in the UDP broadcast.

Update Server shows the default Server for downloading updates using TMS, do not change
this unless you are operating a highly secure Network without Internet access and have purchased
the ThinLinX Download and License Server Virtual Appliance.

Check for F/W updates you can check Daily, Manually or On Startup for Firmware updates,
the default setting is On Startup

License Server shows the default License Server, do not change this unless you are operating a
highly secure Network without Internet access and have purchased the ThinLinX Download and
License Server Virtual Appliance.

Web Proxy Server checkbox enables the TMS Administrator to set the Hostname or IP Address
of a proxy server. This may be required to allow TMS to access the Internet on some Networks.
Internet access is required to download Firmware updates and License Products running TLXOS.

Authentication some proxy servers require a Username & Password before allowing access to
the Internet. Enter your Proxy Server User name and Password here

Columns to Display allows for custom fields to be displayed within the TMS device discovery
frame. This includes the removal or addition of fields and the ability to reorder the fields in top
to bottom preference order. Firmware Type, Hostname & Status are greyed out as they are always
displayed.



If you make any changes to the above settings, you must restart TMS to allow the new settings
to take effect.

In the image below you can see the seven subdirectories that are created when TMS is installed.
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The db directory is the TLXOS devices configuration database which contains information on
every TLXOS device ever detected by TMS. If you dispose of a device you can delete it from
the TMS database by using TMS -> Device -> Delete Device

The filestore directory is reserved for a future release of TMS

All firmware images downloaded via the TMS Download Icon are automatically unzipped in the

firmware directory.



All Hotfixes downloaded via the TMS Download Icon are automatically unzipped in the hotfix
directory.

The profiles directory is used for storing profiles that are created with TMS and then deployed
to one or more devices. To save a Configuration (Profile) highlight a TLXOS device, then choose
TMS -> File -> Save Configuration. To copy that Configuration to any Highlighted devices of
any type choose TMS -> File -> Load Configuration

The temp directory is used to store TMS configuration information such as which devices are
located in each Department

The tmsclient directory is used to store updated versions of the TMS client, these are downloaded
using the TMS Download Icon

6 TLXOS device discovery via TMS

TMS utilizes four methods to discover TLXOS devices, the default is UDP Broadcast but this is
only effective when the TLXOS device is on the same Network Subnet as the system running
TMS. TLXOS devices listen for UDP broadcasts that contain the TMS server Hostname and port
number. When TLXOS receives this broadcast, it extracts the information and connects to a TMS
server over an encrypted SSL connection. Thereafter, all communication between TMS server
and a TLXOS device is secured.

You can configure the UDP broadcast frequency in seconds using TMS -> Tools -> Options

To toggle the UDP broadcast on or off, click on the Discover Icon as shown below

E ThinLinX Management Software
File Device Tools Help

RS EC G0 E G EAGRE . o
Di N Mode Displays Reboot  Llocale  Upgrade Me

eeeeeeeeee twork Peripherals  Upload Download Storage Refresh

Firmware Type  Hostname Hardware IP Address Mode Firmware Ver  ClientVer  License Type Status Suppart Expiry
~ TLXRPi Used 13 of 100 (last checked 2023-02-17)

RPIAG Raspherry Pi 4 Model B Rev 1.1 192.168.1.120  USERDEF 41141 841 Permanen t Never

RPidrelease Raspberry Pi Zero 2 Rev 1.0 192.168.1.118  SIGNAGE 4110 340 Permanen it Offline Mever

RPi400 Raspberry Pi 400 Rev 1.0 192.168.1.7 VMVIEW 4111 241 Permanen t Never

The default setting is UDP discovery turned on. When TMS is launched this commences the
TMS server packet broadcast via UDP to all TLXOS Clients. Once acknowledged, the TLXOS
devices then connect to the TMS server and display/populate under the TMS client area

Highlighting one or more devices allows the Administrator to send commands to the highlighted
TLXOS devices. This also allows for more than one TLXOS device to be selected and sent
commands at the same time.

If UDP discovery is being used do NOT run more than one instance of TMS on the same Network
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Subnet as the TLXOS clients will connect to the first instance of TMS that they receive UDP
packets from. As they are already connected to TMS they will NOT appear on the second instance
of TMS. In some circumstances some TLXOS devices will be connected to one instance of TMS
and others will be connected to the second instance. The Golden rule is to only run one instance
of TMS when UDP Discovery is used. TMS is not designed to be multi-user yet (but we are
working on a multi user version), you should only run one instance, this is also important
especially if you have configured TLXOS to connect to TMS at a fixed IP Address using DHCP
Option flags or Static discovery

TMS and TLXOS devices must be on the same network subnet for UDP Broadcast discovery of
TLXOS devices to be successful. If the TLXOS devices are to be located on a different Network
Subnet or in a Branch Office then either DHCP or Static Discovery must be used unless one
TLXOS device has been configured as a TMS Beacon.

To manually configure the TMS Discovery method, select TMS -> Device -> Network
Configuration -> Configure TMS Discovery. For Static discovery a default Hostname of “tms”
has already been entered in the Static and Auto Hostname dialog box by ThinLinX. The
advantage of this method of discovery is the System Administrator can seta DNS CNAME which
assigns “tms” to the Hostname of the system running TMS. No configuration is required at the
client as TLXOS will be able to use DNS to resolve the “tms” Hostname and the default Auto
choice will use Static Discovery if DHCP options have not been configured. Note in the images
below that the DHCP & UDP Broadcast choices automatically “Grey” out the Hostname & Port

TMS Server Discovery ? X TMS Server Discovery ? bt

TMS Server Discovery Method TMS Server Discovery Method
(® Auto (DHCP then Static then B'cast) () Auto (DHCP then Static then B'cast)
O oHep @ DHCP
() static () Static
(O) UDP broadcast (O UDP broadcast

Hostname Hostname

|h‘ns

Port Port

|BDBS | 8085

Retry interval (secs) Retry interval (secs)

E | E |

Cancel Cancel




E TMS5 Server Discavery E TMS Server Discovery
TMS Server Discovery Method TMS Server Discovery Method
(O Auto (DHCP then Static then B'cast) ) Auto (DHCP then Static then B'cast)
(O DHeP O DHeP
(@) Static () static
() UDP broadcast (® UDP broadcast
Hostname Hostname
|tms tms
Port Part
| 3035 |
Retry interval (secs) Retry interval (secs)
| 3 | | 3 |
Cancel Cancel

If a different Port number than the default 8085 is chosen you must also set the same Port number
on TMS via the Tools Options Dialog Box. If you are using DHCP or Static TMS discovery you
may need to select the checkbox next to DHCP or Static instead of Auto if discovery is not
working on your Network after closing and then later re-opening TMS. If your devices do not
reappear after you close TMS and then reopen TMS at a later time you should manually select
Static or DHCP

7 DHCP option flags for TMS discovery & TLXOS configuration

DHCP option flags can also be used to point the TLXOS device to TMS which could be located
on a system anywhere in the World. TLXQOS just needs to know the Hostname & Port number to
initiate the connection to TMS. As the connection is initiated by TLXOS from inside the Network
it can tunnel out of the Network using a secure SSL connection to the TMS system located
anywhere. This makes it possible to manage TLXOS devices located anywhere.

Vendor specific DHCP options (also known as site specific DHCP options) must be configured
on the Network DHCP Server. When vendor specific DHCP options are used, TMS Clients
automatically connect to a nominated TMS server on boot up, additional information may also
be passed to TLXOS devices such as the Hostname of the Remote Desktop Server to connect to,
the Mode to use for the connection, e.g. Citrix HDX, VMware Horizon, Microsoft RDP etc. Also
Mode arguments specific to the selected Mode can also be passed using DHCP

The following vendor specific DHCP options are supported by TLXOS devices;



Note: The DHCP Data type MUST be configured as text NOT integer for all five options below

Option name Code number in decimal Data type
tIx-tms-server 231 text
tIx-tms-port 232 text
tIx-mode-server 233 text
tIx-mode 234 text
tIx-mode-args 235 text

tIx-tms-server specifies the Hostname or IP address of the TMS server on the network. When a
TLXOS device detects this setting, it will attempt to automatically connect to a TMS server at
this hostname or IP address on port number specified by option tIx-tms-port. When Option tIx-
tms-server is specified, you must also specify Option tIx-tms-port.

tIx-tms-port specifies the SSL port on which the TMS server is listening. This setting must
match the SSL Port setting in TMS preferences, which is configured using TMS -> Tools ->
Options, otherwise TLXOS devices will be unable to connect to the TMS server.

tIx-mode-server specifies the Server Hostname or IP address that TLXOS devices should
connect to for their Remote Desktops

tIx-mode specifies the protocol that TMS Clients should use to connect to the remote server.
Possible values must be lower case, and are dsi, hdx, vmview, desktop, mplayer, nx, rdp, spice,
ssh, tn3270, tn5250, telnet, userdef, vnc, web, x11.

("dsi" means "digital signage™, "local” means "Local Desktop", and "vmview" means "horizon")

tIx-mode-args specifies the optional argument to be added to the connection request. e.g. If your
Windows Desktop HDX name in Storefront is Windows10 you would add Windows10 as the tlx-
mode-args value

To connect to a Website in Kiosk mode you would set option 233 to http://wherever/whatever,
Option 234 would be web and Option 235 would be —kiosk



http://wherever/whatever

8 TMS Beacon mode discovery

5] ™5 Beacon ? et

5et TMS Beacon to:

() Enabled
(®) Disabled

Cancel

TMS Beacon mode can be switched on or off for any TLXOS device using Device -> Network
Configuration -> Optional Services -> Configure TMS Beacon

Starting from TLXOS 4.10.0 and 4.8.2 LTS, we added the TMS beacon as a TMS discovery
aid. This is a TMS broadcast repeater, which a nominated TLXOS client on a different subnet
than the TMS server can be configured to start. Clients on the same IP subnet as the beacon
that use (or fall through to) the broadcast discovery method will detect this signal and connect
to the TMS server that it names. This will of course stop working if the client that runs the
beacon is shut down or put into Maintenance Mode.

Once a client is connected to a TMS server, it will keep the connection open and talk to that
server exclusively until it is rebooted (sending keepalives every few minutes to prevent
intervening firewalls from closing the connection). If clients can fall through to UDP
discovery, it is therefore important that you do not run multiple copies of TMS in the same IP
subnet, or else clients will connect to whichever TMS instance they detect first and will not
appear in the other.

9 Assigning a Hostname to a TLXOS device

TMS allows for the setting of a Hostname for selected TLXOS devices in the interest of better
identification on the network. To assign a Hostname to a TLXOS Device, highlight the Line by
clicking on it, then click on the Name Icon as shown below;

E ThinLinX Management Software
Eile Device Tools Help

. E-Eg EEEENL | N X

de Network Peripherals  Upload Download  Stor

e Hostname Hardware IP Addres Firmware Ver Client Ver License Type Status Support Expiry
Used 13 of 100 (last checked 2023-02-17)
Rasphberry Pi4 Model B Rev 1.1 192.168.1.120  USERDEF 4111 841 Permanen t Never
3se Raspberry Pi Zero 2 Rev 1.0 192,168.1.118  SIGNAGE 411.0 840 Permanen it Offline Never
Raspberry Pi 400 Rev 1.0 192.168.1.7 VMVIEW 411 841 Permanen it Never
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Setting the Remote Server and Connection Mode

When a TLXOS device boots, if configured correctly it will automatically connect to a Remote
Server using the specified connection Mode. Up to 18 different connection Modes can be
configured. These connection types are

a)
b)

c)

d)

f)
9)
h)
)
)
K)
1)

Digital Signage, changes the mode to Digital Signage. Please download and read the
https://thinlinx.com/dsi-quick-start-guide.pdf

Digital Signage (Legacy) Please download and read the https://thinlinx.com/dsi-quick-
start-quide.pdf

Citrix HDX, launches the native Citrix Receiver interface which supports secure SSL
connections only to a Remote Citrix Storefront. To use this mode you must have set up
Citrix Storefront to accept SSL connections and copied your CA Certificate using TMS to
the TLXOS device. See more details in the FAQ’s at the end of this document

Horizon (VMware) Connect to VMware Horizon Hardware Accelerated Blast sessions on
the Raspberry Pi or on Intel Small Form Factor and Re-Purpose PC connect with either
Blast or PColP

Local Desktop mode, this places a taskbar with Icons for launching any application that
is supported as a Mode choice. You must first configure the required Modes using the
Mode icon and you can then launch multiple modes on the Local Desktop by selecting the
required modes from the “Auto hide” taskbar on the left side of the Local Desktop screen.
The Local Desktop mode can be used to simultaneously launch any combination of the
available Modes

Media Player, runs a local Video / Audio Player

NX (NoMachine) launches an Open Source NoMachine client

RAS/2X (Parallels)

RDP, detects the capability of the Remote Desktop and then automatically launches
either a RemoteFX or standard RDP connection to that Desktop

Spice, launches a Red Hat Spice Protocol client

SSH, launches a SSH session

TN3270, launches the TN3270 IBM Mainframe client

m) TN5250, launches the TN5250 IBM Mainframe client

n)
0)
P)
q)
y

Telnet, launches an Telnet client

User Defined (Bespoke) Enables a custom App to be launched

VNC, Launches Turbo VNC Viewer

Video Conference — Microsoft Teams for Linux

Web, launches a Web Browser, for many users this is the preferred method of launching
Citrix Receiver for a Storefront connection as it supports both http and https sessions. We
suggest that the user selects the Kiosk mode checkbox and enters the Storefront URL in
the Server Name [:Port] arguments box on the Web mode Dialog box

X11, launches a X11 client to connect to a Linux Desktop using XDMCP

10
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The hostname for a remote server can be configured via TMS. To configure the remote server,
select one or more TLXOS Devices then click on the Mode Icon. Web mode is shown below, this
has been configured with Kiosk mode selected to automatically launch a Citrix HDX session,
and you may also select a Poxy Login in the case that you are using a NetScaler appliance as a
connection broker. Note the greyed out selections which are not available

E Application ? W
Mode |Web - Kiosk Mode
Submode
Exit Behavior | Prompt -

Graphics Quality
Audio Quality
Redirect Audio
Redirect Microphone
Redirect USB
Redirect Serial
Latency

Security

Window Size |Auto -

ServerBroker [:Port] | |

GatewayProxy[:Port] | |

Command Line Args | |

Username | | Proxy Login
Password | | [] show Password
Set default values Get application help
Cancel

11



The image below shows a Citrix HDX native client session connection to Citrix Storefront, the
Storefront name “xendesktop.thinlinx.com”, User Name, Domain and Password have been pre-
configured, Auto Login is selected, the Desktop named Windows10 has been selected as the
desktop to launch. This configuration will auto launch Windows10 and auto login

E Application ? X
Mode | HDX (Citrix) » | [] Kiosk Mode
Submode | JPEG -
Exit Behavior | Prompt -

Graphics Quality
Audio Quality
Redirect Audio
Redirect Microphone
Redirect USB
Redirect Serial
Latency

Security

Window Size

Best

Yes

Yes

Auto

off

Auto

1

Show Redirections

Server/Broker [:Port] |xendeskb:up.thinlinx.cnm

Gateway Proxy[:Port] |

Command Line Args |'|.f'.|'in|:|n:|'.~s 10

Username |j|:|hn [@test

| Auto Login

Password |unnnu

Set default values

| [] show Password

Get application help




The image below shows a Citrix HDX native client session connection to Citrix Storefront, the
Storefront name is “xendesktop.thinlinx.com” and the Desktop named Windows10 has been
selected as the desktop to launch, the Kiosk Mode check box is ticked. This configuration will
auto launch Windows10 and prompt for a Login ID & Password on first connection and also on
every Log out of the Windows Desktop. This configuration locks down the desktop with the only
dialog box on the Desktop being the Citrix Login Dialog

IE] Application ? >

Mode

Submode

Exit Behaviar
Graphics Quality
Audio Quality
Redirect Audio
Redirect Microphone

Redirect USE

Redirect Serial

HDX (Citrix)
IPEG

Prompt

Best
Yes
Yes
Auto

Off

1

4

Kiosk Mode

Show Redirections

Latency

Security

Window Size |Auto -

Server/Broker [:Port] |xendeskb:np.1:|'|inlinx.c-:nm |

Gateway Proxy[:Port] | |

Command Line Args |'|.f'.|'in|:||:|'.r-.'s 10 |

Username |:| Auto Login

o

Password Show Password

Set default values Get application help

Cancel
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11 Configuring the new RAS/2X (Parallels) mode

The image below shows how to set up a RAS/2X (Parallels client). Enter the name of the
Desktop or App (that you want to launch) into the Command Line Args dialog, in my case |
have entered the name of my Windows10 VM which is win10horiz. | have also entered the
RAS Server name of xendesktop.thinlinx.com in the Server/Broker [:Port] dialog

E Application

Mode

Submode

Exit Behaviar
Graphics Quality
Audio Quality
Redirect Audio
Redirect Microphone
Fedirect USB
Fedirect Serial
Latency
Security

Window Size

Gateway Proxy[:Port]

Username
Password

Set default values

RAS/ZX (Parallels)
RAS (gateway)

Prompt

Yes
Yes
Manual

Off

HTTPS

Auto

4

Server/Broker [:Port] |xendeskb:np.1:|'|inlinx.c-:nm

Command Line Args |win 10horiz

Cancel

Show Redirections

|:| Auto Login

Show Pazswaord

Get application help

12  Setting the client protocol experience level

As per Setting the connection type used to connect to a remote server, the Application Protocol




dialogue box allows users to set various settings for TMS clients in relation to the experience
level of various settings including;

Depending on the Mode selected many of these options will be greyed out

Color Depth sets the display color depth on the client, available settings are protocol dependent
but may include 8 bit, High Color (16 bit), True Color (24), True Color (32) or Auto

Graphics Quality sets the image quality and level of detail, translations depend greatly with
protocol used: settings include High, Medium, Best or Auto

Audio Quality sets the audio quality, translations depend greatly with protocol used: settings
include High, Medium, Best or Auto

Redirect Audio enables the redirection of audio playback when available within the protocol
selected, settings include Yes or No

Redirect mic enables the redirection of microphone input when available within the protocol
selected, settings include Yes or No

Redirect USB normally set to Auto, Off or Manual depending on the Mode being configured,

click on Show Overrides to display or change USB redirection defaults
[+

RESERERE EQEBEE .

Discover  Name Made Displays  Reboot Locale  Upgrade Metwork Peripherals Upload Download Storage Refresh

] E

Firmware Type Hostname IP Address Mode Firmwa
orohane v TLXRPi O :
Orphans RPi4204GE 192.168.1.0 VMVIEW 280 Auto Reconnect Mode |HDX (Citrix}
RPi4GB 152,168.1.101 VMVIEW 47.0 [ Kiosk Mode Submode | IPEG -
PXERPi3B 192.168.1.126 VMVIEW 471
Johnd0 192.168.1,109 VMVIEW 480 ‘ Color Depth | Auto -
NOOBS 192,168.1,100 VMVIEW 47.0
RPi4Bnew 192.168.1.105 WMVIEW 430 Graphics Quality
OldRPi2 192,168.1.101 HDX 460 )
RAK2245 192.168.1.4 SSH 471 Aircho Quaty) [ T
v TLXRPiloT
Redirect Audio |Yes -
pesfo21ds 192.168.1.112 WEB 47.0 edrect Audio
~ TLXNUCE4 Redirect Microphone | Yes -
NUC5PPYH 192.168.1.119 VMVIEW 471
newnuc 192,168.1.3 RDP 480 Show Overrides Redirect USE | Auto -
NUCTCIYH 192,168.1.63 VMVIEW 47.0
~ Phoenix PC Redirect Serial |Off bt
Marg 192,168.1,109 RDP 480 =
vmwarVM 192.168.1.100 WEE 0.0.0 ateney
v TLXNUC32 Security
NUCTCPYH 192,168.1.108 VhAVIEW 470
E] USE Redirections ? x Window Size |Auto M
Redirect 1D Description Server Broker[:Port] |xendeskbop.ﬁ1\nllnx.com |
Policy Default ¥ | 046d:c062 Legitech, Inc. M-UAS144 [LS1 Laser Mouse] Gateway /Proxy[:Port] | |
Policy Default ~ | 045e:0750 Microsoft Corp. Wired Keyboard 600 Command Line Args | |
Policy Default * | 046d:0a38 Logitech, Inc. Headset H340 [ Auto Login Username
§Poli Default 2 Show Password Password
Set default values Get application help
e o || concl
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Redirect Serial provides a list of serial devices to redirect

E Application ? >
Mode |HDX {Citrix) + | [] Kiosk Mode
Submode | JPEG hd
Exit Behavior |Prompt -

Graphics Quality

Audio Quality |Best -
Redirect Audio |Yes -
Redirect Microphone | Yes -

4

Redirect USE | Auto Show Redirections

Redirect Serial

ttg.rusl:ulil (USE device)
tryAMAD (Fi serial port)

| ttys0 (first onboard port)
Security ttyS1 (second onboard port)
ttys2 (third onboard port)
AL

Latency

Window Size

server/Broker [:Port] |xendesk13:up.ﬂ1inlinx.cu:um |

Gateway Proxy[:Port] | |

Command Line Args | |

Username [] Auto Login
Password Show Password
Set default values Get application help
Cancel

Latency sets optimizations for the type of network environment that the client faces when
connecting to servers, settings include Low (LAN), Medium (WAN), High (Internet/\VVPN) or

Auto

Security sets a security level baseline for the protocol used, depending on the Mode being
configured, RDP options include Auto, NLA, SSL and RDP or if you are using VMware Horizon
the Options are HTTPS (use for self-signed CA SSL Certificates) or HTTPS (strict validation)

otherwise.

Window Size sets the window size for the established remote session on the client, options
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include Full screen, percent of screen (see below) and Auto

Window Percentage is enabled when percent of screen is enabled within Window Size, options
range from 0-100 percent, the default is 80%

Server/Broker[:Port] enter the Name or IP Address of the Remote Desktop, Citrix Storefront
or VMware Horizon Server

Gateway/Proxy[:Port] enter the Name or IP Address of the Gateway/Proxy

Cmd line arguments enables the entry of command line strings that allow for specific features
for the relevant protocol used, more information about these arguments can be found by clicking
the Get application help Icon to display a list of available command line options

When entering command line arguments manually, you should not enter the command name or
the hostname, just the command line arguments.

To delete previously set command line arguments, simply delete all commands and click on the
OK Icon. To set new command line arguments, or to override previously set command line
arguments, enter the new arguments and click on OK. If you just want to view the current
command line arguments, double click on a TLXOS device or press Enter on any highlighted
line

13 Setting screen resolution & Screensaver on or off

TMS allows you to set the Screen resolution on any TLXOS devices, this may be the Single or
Dual Display Raspberry Pi, the Dual Display Intel NUC or a Re-Purposed PC. In most cases the
Auto setting is the best option as it will select the most appropriate resolution for your Monitor.
In the image below the Administrator wants to choose a valid mode from the RPi list below

In the second image on the next page showing Configure Display Adapters if you have selected
Digital Signage or Digital Signage (Legacy) as the mode you will notice that an extra column
named “Digital Signage” appears on the far right with the button named “Configure” below it

Please download and read the https://thinlinx.com/dsi-quick-start-quide.pdf to understand how
to configure Digital Signage.
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https://thinlinx.com/dsi-quick-start-guide.pdf

E Configure Display Adapters

? >
Video Mode
() Extend desktop
i®) Clone
Screensaver timeout in minutes (zero to disable)
2 |
Prirmary Position Referent Rotation Mode Set Resolution
Output 1 Mone * Mone *  MNormal ¥ | Auto * | Auto (19201080 60Hz) b
. o o . | 720400 V0Hz ~
Output 2 Mone Mone Mormal Auto 200xE00 60Hz
1024x768 60Hz
Cutput 3 Mone Mone Mormal Auto 1280x960 60Hz
1280720 60Hz
12801024 60Hz
14406900 59Hz
16001200 60Hz
16801050 59Hz
192001080 60Hz b
Use the Ctrl+alt+ shortout on the device to identify outputs.,
TLXOS can only make use of monitor outputs on the mainboard or a single graphics card {not both or multiple cards)
Cancel
[ configure Display Adapters ? et

Video Mode

() Extend desktop

® Clone
Screensaver timeout in minutes (zero to disable)
B |
Prirary Position Referent Rotation Mode Set Reselution Digital 5ignage
Output 1 MNone ¥ | None ~  Normal ¥ | Auto ¥ | Auto (19201080 60Hz) - Configure
Output 2 MNone ¥  MNone *  MNormal ¥ | Auto - - Ceonfigure
Output 3 MNone ¥  MNone *  MNormal ¥  Auto i i Configure

Use the Ctrl+Alt+I shortcut on the device to identify outputs,

TLXOS can anly make use of monitor outputs on the mainboard or a single graphics card (not both or multiple cards)

Cancel
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In the image below a Dual Display device has been configured, the Extend desktop checkbox is
selected. In this case the secondary display on Output 2 is located to the right of the Primary
display on Output 1. If you have set the Mode to Digital Signage you will see an extra column
“Digital Signage” displayed as explained above

[E] Configure Display Adapters ? =
Video Mode
(@) Extend desktop
() Clone
Screensaver timeout in minutes (zero to disable)
30
Primary Position Referent Rotation Mode Set Resolution
O Output 1 Maone * Mone *  Mormal * | Auto * | Auto (19201080 &0Hz) -
() Output 2 Right of ¥ | Qutput 1 * | Maormal * | Auto ¥ | Auto (1920x1080 60Hz) =
Cutput 3 Mone Mone Mormal Auto

Use the Ctrl+alt+I shortcut on the device to identify outputs.

TLXOS can only make use of monitor outputs on the mainboard or a single graphics card {not both or multiple cards)

Cancel

The Screen Rotation defaults to Normal but may be set to either Right, Left or Inverted
The Mode set defaults to Auto but may be set to CEA (TV) or DMT (Monitor)
Set the Screensaver timeout in minutes to zero to disable the screensaver

After changing the Display settings a reboot of the TLXOS device is required
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14 Reboot or Power Off a TLXOS Device

To reboot or power off TLXOS devices, highlight the devices and then click on the Reboot Icon
as per the image below, select either Reboot or Power Off

The TLXOS devices will update their status on TMS then reboot or power off. In the case of
reboot, once the board reboots, it will reconnect to the TMS server as configured (either DHCP,
Static or TMS broadcast).

] ThinLinX Management Software
File Device Tools Help

(b@ E EEEEL | N X

Temar e ode  Displays ReHlRcboot/Power Off device Lopoi peripherals Upload Download  Storage  Refresh
Firmware Type Hostname Hardware IP Address Mode Firmware Ver Client Ver License Type Status Support Expiry
~ TLXRRi Used 13 of 100 (last checked 2023-02-17)
RPI4G Raspberry Pi4 Model B Rev 1.1 192.168.1.120  VNC 4111 841 Permanent Never
RPidrelease Raspberry Pi Zere 2 Rev 1.0 192.162.1.118  SIGNAGE 4.11.0 240 Permanent 13 Offline Never
RPi400 Raspberry Pi 400 Rev 1.0 192.168.1.7 VMVIEW 4111 841 Permanen it H ; Never
. ] Reboot/Power Off ? =

Select operation:

{ (@ Reboot
| () Power Off

| Cancel

15 Setting the Time Zone and Server

When a TLXOS device is shipped, the default time zone is set to GMT, UK. To change the time
zone and or the default Time Server, select one or more TMS Clients, then click on the Locale
Icon as shown below

m ThinLinX Management Software

Eile Device TJools Help

= =1 (O] [ e [ O
Name  Mode Displays Reboot Lo 1 erals  Upload D torage  Refresh
<t time zone and language

ownload &

Discover
Set ti

Firmware Type Hostname Hardware IP Address Mode Firmware Ver Client Ver License Type Status Support Expiry
v TLXRPi Used 13 of 100 (last checked 2023-02-17)
RPI4G Raspberry Pi4 Model B Rev 1.1 192.168.1.120  SIGMAGE 4111 241 Permanent iProtocel changed : Never
RPidrelease Raspherry Pi Zero 2 Rev 1.0 182.168.1.118  SIGMAGE 411.0 840 Permanent Offline Never

RPi400 Raspberry Pi 400 Rev 1.0 192.168.1.7 VMVIEW 4111 841 Permanent MNever

The following dialog box will appear allowing you select the Continent or Ocean, Time zone,
Language as shown below. In addition to this a specific NTP Time Server value must also be
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specified, by default TLXOS devices uses the pool.ntp.org Time Server. You may wish to set this
to your local Network Time Server instead

[E] select Time Zone and Language ? =

CAGD +NY +LOMNDON « PARIS « ATHENS + DELHI - SINGA PORE + HOMGE MG + TOKYO+ SYIDkK

L e I I B B S I e L I e B LS RS

Continent or Qcean | Australia

Time Zone |Brishane b

Language | C.UTF-8 (LUTF-8) -

Time Server (pool.ntp.org

Click the OK Icon to apply the time zone on the selected TLXOS devices(s).

Setting a Time Server and the correct Time Zone values is recommended to avoid potential issues
with SSL Certificates and other key security measures that rely on an accurate time values. This
is particularly important on devices such as the Raspberry Pi which does not have an onboard
battery backed Real Time Clock (RTC). The RPi obtains the time on boot up by connecting to a
Time Server.

An incorrect time can also affect TMS Discovery of clients
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16 Downloading firmware updates for TLXOS Devices

Upgrading the firmware on a TLXOS device is very easy, simply click on the Download Icon,
select a download Mirror, and click in the check box next to the Firmware, Hotfix, TMS client
or TMS that you want to download then click on OK

The download will start with the download progress displayed at the bottom left of TMS, once
the download completes the Firmware, Hotfix or TMS client is automatically unzipped in the
TMS Firmware, Hotfix or Tmsclient directory.

@

@ SR EIBEA A E O EEEEN L | N X
Discover ot Loc Network Peripherals  Upload Storage  Refresh

Name  Mode Deplays Reboc ale  Upgrade

P Address Mode Fitmware

e am a1
RPurelease Ra ev 1.0 840
RPI00 Raspberry Pi 400 Rev 1.0
RpIGE Raspberry Pi 3 Model B Rev 1.2
RAK2245

an

IGNAGE
VMVIEW

other TLCNUCES

other TLCNUCEE
other TUXCNUCSS
other TLX_ NUCsd
other TLXONUC32
other TUXRP
" Al
¥, firmware TUCNUC32
m NUCTCPYH
v TXNUCSS firmware TUCNUCSS
NUCS Intel(R) Client Systems NUCBCCHK

firmware TLXCNUCSE

firmware TUCRP

firmware TUCRPE

TLXRPLoT
TXRPiIOT
Phoenix_PC
f Phoenix_PC
hot TUCRP
e hotf TLX_RPI
Pi.. hotfi TR
Hotfix for 4.3 - Ensble hardware power swi... hoti TUCRP Dec-11-2021 0.
Hotfic for 433 - Support fan in officiel Pid . hotfx TLK R Dec-11-2021 0
Hotfix for 4.11.0 - New Signage periodic syn... hotfix Phoeno PC  Oct04202 0.

If you have selected TMS Server for Windows, this will be downloaded and installed
automatically replacing the current TMS for Windows. If you select the Linux versions of TMS
you will need to use your distributions Linux package management tools to install the
downloaded TMS for Linux which is downloaded to the TMS temp directory. We would
recommend that you download the Linux version from our Website Download page

E Download Completed >
The following file has been downloaded:

C\ProgramData' ThinLinX Management Software\temp
\TM5-8.1.2-1.el8.x86_64.rpm
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The Firmware, Hotfix or TMS client is downloaded once and can then be installed on many
TLXOS devices simultaneously by highlighting each device that you want to update

In the case of a Firmware Upgrade click on the Upgrade Icon

In the case of a Hotfix select TMS -> Device -> Update -> Install Hotfix. In the case of a TMS
client upgrade, select TMS -> Device -> Update -> Upgrade TMS client.

In the case of a Firmware install, a dialog box with the latest downloaded version of the
firmware pre-selected will appear. Please note if the pre-selected Firmware is older than the
current Firmware you will need to use the download Icon to select the latest Firmware and then
download that first before clicking on the Upgrade Icon, otherwise you will be downgrading
your Firmware Not Upgrading it

Click on OK to start the firmware upgrade process. In some cases depending on the firmware
that has been previously downloaded you may need to select “Let me select the firmware to
install”” option to ensure you install the latest firmware.

e

RESERE0RE E G I
de Rebor erals  Uploa Dx

Discover =~ Mame  Mode  Displays Reboot Locale Upgrade Network Peripherals Upload Do wnload

Firmware Type Hostname Hardware IP Addre: Firmware Ver  Client Ver License Type Status Support Expiry
¥ TLXRPi Used 13 of 100 (last checked 2023-02-17)

RPI4G Raspberry Pi 4 Model B Rev 1.1 192.168.1.120 WNC 4111 241 Permanen it Never

RPidrelease Raspherry Pi Zero 2 Rev 1.0 192.168.1.118  SIGMAGE 4110 8.4.0 Permanen t Offline Never

RPi400 Raspherry Pi 400 Rev 1.0 192.168.1.7 VMVIEW 4141 841 Permaneni t Never

RpidGE Raspberry Pi 2 Model BRev 1.2 192.168.1.120  SIGMAGE 47110 8.4.0 ever

Rakz245 e 19216813 SSH 411 830 Upgradefimuare TR e

CcM4 192.168.1.124  VMVIEW 4100 8.3.0 021-07-19

¥ TLXRPiloT

RAKT246G 19216312 RDP 482 330 Cmet=iorzs
pcdf021d5  Rasphermy PiZero W Rev 1.1 1921681122 SIGNAGE 4110 840
RPi2017 Raspberry Pi Zero W Rev 1.1 192,168,1.122  SIGNAGE 4111 24,1 @®) Install latest firmware version 4.11.1

¥ Phoenix PC (O Let me select the firmware to instal
RePC-410.1a  VMware, Inc. VMware Virtual Platform  192.168.1.225  RDP 4101 840
NUCT Intel Corporation 1921681122 WMVIEW 4111 841 Cancel
RsyncServer  VMware, Inc. VMware Virtual Platform  192.168.1.119 4110 240

RN

When a TLXOS device receives the upgrade command it starts the upgrade process by rebooting
the device into ThinLinX Maintenance Mode (TFM) mode, TMS displays, “going Offline”.
Upgrade mode loads a tiny version of TLXOS which runs completely in RAM, this is necessary
to allow the Boot, TFM & Root Partitions to be upgraded with the new version of TLXOS.

TMS displays periodic messages in the status column, this begins with the message
“Downloading Kernel: 10%”, followed by “Downloading TFM: 10%”, followed by
“Downloading RFS: 10%”. The percentage shows how much of each file has been downloaded.
After the Boot, TFM and Root Filesystem have been downloaded the message “Writing Kernel”
followed by “Writing TFM” followed by “Writing RootFS” appears in each device Status line.
Many TLXOS devices can be upgraded simultaneously as they are all running independently of
each other. Depending on the device being upgraded the upgrade can take anywhere from 5
minutes for fast storage up to 30 minutes for a slow SD Card. After the upgrade completes
successfully each device reboots into Normal mode running the new version of TLXOS. When
upgrading a Raspberry Pi running the NOOBS bootloader, you will notice that the RPi will
initially reboot with the TFM Partition selected as the Boot partition, you will notice a 10 Second
countdown, do not interrupt this process, you must allow TFM to boot to enable the upgrade to
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succeed.

16 Network Configuration

Click on the Network Icon to change the configuration of the Wired or Wireless interfaces. The
default setting is DHCP, this can be changed to Static where all interface information must be
manually entered. Another option is DHCP with DNS Override, this must be set if the DHCP
Server is not providing DNS information in which case the DNS Server IP Address information
may be manually entered.

TLXOS supports different wired Protocols including 802.1X (password) where you are can enter
a Username & Password, 802.1X (certificate) where you enter a Username and click on Upload
PKCS#12 Certificate or DIY (use wpa_supplicant.conf) which you edit yourself

If you select DHCP the MAC Address, IP Address, Netmask and Gateway are automatically

filled in and greyed out to show that they cannot be manually configured. You may need to reboot
the device for this information to appear on TMS
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E Metwork Configuration

Wired Interface [ ] wireless Interface
Method | DHCP 7 DHCP
MAC Address |dciag:32:41:29:c6
IP Address | 192.158.1.120
Metmask |255.255.255.0

Gateway |192.168.1.254

Protocol |Nome 7 WPA fWPAZ Personal
Username |802. 1X (password)
802, 1¥ (certificate)
DIY (use wpa_supplicant, conf) |
Passwaord
L] show password
DMS 1
192,168, 1.99 Enable Firewall
DMS 2 Domain Search Path

Method

MAC Address

IP Address

Metmask

Gateway

Protocol

Username

Password

Cancel

If your device has WiFi support built in you can select the check box for Wireless interface, the
default setting is DHCP, with Static or DHCP with DNS override available also. The secure
encryption Protocols offered are WPA/WPA2 Personal (default), WPA2 Enterprise (password),
WPAZ2 Enterprise (Certificate) or DIY (use wpa_supplicant.conf). We do NOT recommend the

insecure choices of None or WEP.

You must select your WiFi Access Point SSID from the drop down SSID list, if you highlight a
SSID by placing the mouse cursor over the name you will see the Channel number and Signal
Strength. The detected list of WiFi access points are listed in order of Signal strength. Many
access points transmit on dual frequencies in which case the name is duplicated if the access
point has only one SSID covering both frequencies. Enter your WiFi password which must be at

least 8 characters long (maximum of 63 characters)
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5] Metwork Configuration ? >

Wired Interface Wireless Interface
Method |DHCP v DHCP ¥ | Method
MAC Address |dc:a6:32:41:29:c6 MAC Address
IP Address |192.168.1.120 IP Address
Netmask  255.255,255.0 Metmask
Gateway 192.168.1.254 Gateway

551D

baxter :
DIRECT-8C-HP ENVY ries | Protocol
baxter_5G channel 12, quality 63/70
Username Purple_Film Username

Protocol | Maone -

Password TelstraEDG352 Password

DMS 1

192.168.1.99 Enable Firewal

DMS 2 Domain Search Path

17 Firewall Configuration

TLXOS has a firewall enabled as the default, if you wish to switch off the Firewall untick the
Enable Firewall box

18 Peripherals Configuration

To configure your Keyboard, Mouse and Audio click on the Peripherals Icon, highlight the
devices to be configured.

26



Mouse Orientation for Right handed or Left handed is selectable as is Mouse sensitivity
Numlock can be enabled (requires a reboot before taking effect)
An On-Screen Keyboard can be switched on

We have added a new Audio capability to TLXOS 4.11.x and TMS 8.4.1 which is the ability to
select either the PulseAudio Scheme or ALSA. We default this to ALSA on the RPi as it uses less
system resources than PulseAudio which gives a better audio result than PulseAudio on the RPi

Audio Volume can be set for all TLXOS devices and Audio Output Port for Raspberry Pi devices
can be set here. Default volume for a USB Headset cannot be set here, you must use the Key
combination, Ctrl-Alt-t to launch an xterm then enter “alsamixer” which launches a dialog box
where you can set USB Headphone and Microphone default Volume. If your USB Headset does
not appear you may need to press F6 to select the USB as the default audio Card. The dialog box
is launched on the local Desktop before connecting to the remote session). After setting the
volumes you must reboot the RPi to save these default volumes.

= tIx@RPI4G: ~ [T E X

The RPi4B has two default Audio devices, one is HDMI audio if your monitor supports this and
the other is the Audio out jack, neither of these support a Microphone. If you wish to use a
Microphone a USB Headset is a good option
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E Keyboard, Mouse and Audio

Keyboard

These are local (Linux) keyboard settings only. The Language setting {Locale
window) typically determines your remote (Windows) keyboard layout.

Model  Generic 105-key PC {intl.) hd
Layout |English (US) hd
Variant |MNone g

Option Group |Mone =
Option =

[[] on-5creen Keyboard

[] Enable MumLack

? X
Mouse
Button Layout
(®) Right handed
() Left handed
Pointer Maotion
Slow I Fast
Audio
scheme () PulseAudio (@ aLsa
Playback Device
Recording Device hl:m2835 HDOMI 1
Logitech Inc. Logitech USE Headset H340
Volume
Low I High
Cancel

The Playback Device and Recording device default to Auto, which would select HDMI Audio
first, Audio out jack second and USB Headset last. In this case you need to manually select the
audio Playback and Recording devices from the dialog boxes shown above

19 Upload Files to your devices

Some file types can be uploaded to your devices by selecting the Upload Icon, these are CA
Certificate, Printer PPD file, your Public SSH key, a Certificate bundle (.pfx), a Wallpaper
PNG or JPEG image that is displayed after boot up as the background image, HTML
Bookmarks file and an OpenVVPN configuration file

E Install on Device

File Type |CA Certificate (.cer/.crt)

) CA Certificate (.cer/.crt)
Encryption Password | printer Description File {ppd)
S5H Public Key { pub)
Wallpaper Image (.pna/.jpg)
Certificate Bundle {.pfx/.p12)
HTML Bookmarks File

File to install on device

28



(a) CA Certificate used for SSL connection with Citrix Receiver and VMware Horizon,

Use TMS to upload the client end SSL Certificate to the TLXOS devices by highlighting
the devices, then click on the Upload Icon, Select CA Certificate (.cer), and browse to
the Directory with the Certificate which must have a .pem extension. Certificates can be
exported in either DER (binary) or PEM (ASCII) format. If you export your certificate
using Windows it will be DER by default - use the "Base64-encoded" option instead:;
this is what Windows calls PEM. The ".cer" filename extension doesn't really mean
anything and is used for both formants

(b) PPD file, you can upload a Printer PPD file to your device, then use the local
configuration menu to select Web Browser mode, use the Web Browser CUPS
Bookmark to configure a local Printer using your PPD file for a better printing
experience than the built in drivers.

(c) SSH Key, you can upload your Public SSH key to the device to obtain root access, see
FAQ on page 57

(d) Wallpaper PNG or JPEG image, upload your preferred Wallpaper using your own PNG
or JPEG image.

(e) Certificate bundle (.pfx) This is used for WiFi WPA2 Enterprise (Certificate) and Wired
802.1X (Certificate)

() HTML Bookmarks File, this will be uploaded to your local Web Browser replacing the
Bookmarks file

(g) OpenVPN Configuration File (.ovpn) This uploads your custom .ovpn file which allows
a TLXOS device to establish a secure encrypted tunnel between itself and an OpenVPN
Server, typically at the remote Office

You must reboot your device to permanently save the uploaded files to the storage.
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20 Storage Configuration

[E] Assign Storage Device 7 >

Let dient choose appropriate device

Select devices to insert into dedicated storage list

Size (Mb) Model Vendor Type Mame Cccurrences

Cancel

Storage Configuration is used in conjunction with a tiny SFF ISO Stub installer. This can be
downloaded from the ThinLinX Website Downloads page. The CDROM ISO image is a small
ThinLinX Firmware Maintenance image which runs entirely in RAM. After booting up the ISO
the SFF device appears on the TMS Console, select the device, then click on the Storage Icon,
this will detect the Disk drives in the SFF device, and you can either select the suggested
default Disk Drive for installation or manually select the Disk Drive you wish to use for
installation. This is useful if you have multiple Disk Drives and wish to preserve the contents of
one of them. Next click on the Upgrade Icon and select the default latest SFF for installation or
manually select a different version if you have downloaded multiple versions of the firmware.
TLXOS will be installed on the selected Disk Drive, you will then be prompted to remove the
CD Rom and then press any key to reboot to a running version of SFF
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21 Refresh device information

ThinLinX Management Software

Eile Device Tools Help

REOSERRARE E GO EE mmw. o

Discover | Mame

Displays Reboot  Locale Upgrade Metwork Peripherals  Upload  Download

Storage  Refre:
Refresh device information

Firmware Type Hostname Hardware IP Address Mede Firmware Ver  Client Ver License Type Status Suppert Expiry
v TLX RPi Used 13 of 100 {last checked 2023-02-17)
RPI4G Raspberry Pi 4 Model B Rev 1.1 192168.1.120 VNC 4111 841 Permanent i i Never
RPidrelease Raspberry Pi Zero 2 Rev 1.0 192.168.1.118  SIGNAGE 411.0 840 Permanent Offline Never
RPi400 Raspberry Pi 400 Rev 1.0 192.168.1.7 VMVIEW 4111 841 Permanent Never
E] ThinlinX Management Software
File Device Tools Help
Get Log Files Ctrl+G
e o c’ g E g
[}
Load Configuration  Ctrl+L I. =M AR L | N X
oo B Cirles * Reboot  Locale  Upgrade Network Peripherals Upload Download Storage Refresh
Export Device List Culep e Hostname Hardware P Address Mode Firmware Ver  ClientVer  License Type Status Support Expiry
Used 13 of 100 (last checked 2023-02-17)
Exit Crl+X RPHG Raspberry Pi 4 Model B Rev 1.1 192,168,120 YNC 411 841 Permanent Mever
RPidrelease Raspberry Pi Zerc 2 Rev 1.0 192168.1.118  SIGNAGE 4110 240 Permanent Offline Never
_ ‘ RPi400 Raspberry Pi 400 Rev 1.0 192.168.1.7 VMVIEW 411 841 Permanent Never

Get Log files, this prompts for a directory to save the Log files in then will download the log
files from the device as a zip file pre-pended with the device Mac Address, | have unzipped this
file which you can see in the image below

Marme

c-a6-32-41-29-c6_alsa_info
[85 c-a6-32-41-29-ch_applogs.tar
c-af-32-41-29-c_auth
c-36-32-41-29-c6_cmdline
c-a6-32-41-29-c6_config
c-a6-32-41-29-c6_daemon
c-36-32-41-29-c6_dmesg
c-a6-32-41-29-c6_dpkg

D c-a6-32-41-29-ck_envircnment
c-26-32-41-29-c6_lspci
c-36-32-41-29-c6_lsush
c-a6-32-41-29-cb_messages
c-a6-32-41-29-c6_pulse_info
c-36-32-41-29-c6_tms_client
c-36-32-41-29-c6_xorg.0

Date modified

17/02/2023 4:03 PM
17/02/2023 4:03 PM
17/02/2023 4:03 PM
17/02/2023 4:03 PM
17/02/2023 4:03 PM
17/02/2023 4:03 PM
17/02/2023 4:03 PM
17/02/72023 4:.03 PM
17/02/2023 4:03 PM
17/02/2023 4:03 PM
17/02/2023 4:03 PM
17/02/2023 4:03 PM
17/02/2023 4:03 PM
17/02/2023 4:03 PM
17/02/2023 4:03 PM
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Type

Text Document
GZ File

Text Docurment
Text Document
Text Document
Text Docurment
Text Document
Text Docurment
File

Text Document
Text Docurment
Text Document
Text Document
Text Document

Text Document

Size

1KE
2 KB
IKE
1KE
2 KB
42 KB
26 KB
102 KB
TKE
1KE
1KE
30 KB
TKE
13 KB
24 KB



Install File — provides the same functions as the TMS Upload Icon

.
>

ﬁ Install on Device

File Type | CA Certificate (.cer/.crt) ~

Encryption Password | printer Description File {.ppd)

55H Public Key (.pub)

Wallpaper PMNG Image {.pnag)

File to install on device Certificate Bundle (. pfx/.p12)
HTML Bookmarks File

OpenVPM Configuration File {ovpn)

Cance

Load Configuration - Any previously saved Configuration can be copied to any Highlighted
devices

Save Configuration - allows the TMS user to save the Configuration of a highlighted device to
a filename of the user’s choice.

Export Device List — Exports all device information in the TMS Database as a .csv document

B H 9 ¥ exportz.cxv - Bxcel T E - 8 x
WOME | WS PAGEUNOUT oRMULS  Oam ReVEW  view o -
- N Calibri Tn & a == #- Swapim General 0 'r‘ 2 | Normal Bad Good Neutral [Calculation | =k Bx " ‘E ::‘f‘S” Ay
Pt o a8 T U E- Bep- === S Mg Coner - § - % > %53 Con h;w_ Fommat e [checkcell  JEEaEiEn Input Note - Imen Delete Formst * ;Iw“. . Sont Fmd
Cliphoard ‘. Font ent 3 Humber ] style cels Editing ~
A1 - Jv | senial number v
A 8 c ) E F G H ) K L M N o P Q R [=
Vet Tacasen Thosimame ermany e SupportEspey | Chem VerFirmweare T var xemaiver basedon wote rmwaretype emenype  Rewnto
5 | 0000000as3tecer de:as: 29:05  RAPI4SDAGE  192.166.19 18/01/2038 620 480  4.19.102-rpi2+barebone-1  4.19.102-1pizel Defaults vmwiew TLXRPi Permanent Factory
5 |oomoosoossarecat dcagazalzice  RPIAGE 192.168.1.101 9/10/2022810 470  4.19.56-rpiz+barebone-1 4.19.56-rpi2+1 Defaults vmview  TLXRPI permanent Factory
; 00000000C3021d5 dS:eb:a7h3bT1d  pcof21ds  192.168.1.112 20/05/2020 810 470 4.19.56-rpil-barebone-1 £.19.56-1pi1-1 Defaults web  TLXRPiloT Permanent Factory
]
4 [0000000021bSc1d3 ba:27:ebibdiclidl  PXERPiZR 192.168.1.126 4/05/2021 811 471 4.19.56-rpi2+barebone-2 4.19.56-rpi2¢2 Defaults vmview  TLXRRi Permanant Factory
11 |d4510100-7277-113-3e5b-bBaeed77e9ba bB:aeied:77:e8:ba  NUCSPPYH 192.168.1.119 25/08/2020 8.1.1 471 4.19.34-intel-sff-barebone-2  4.19.34-intel-sff-2  Defaults wmview  TLX NUCG4 Permanent Factory
3 | 100000002066 7¢tbS Jc6e  Johndso 192.168.1.111 18/01/2038 8.20 480  4.19.57-rpi2+barebone-1 4.19.57-rpi2¢e1 Defaults vmview TLXRPi Permanent Factory
: 000000002066 7db5 dca6:32:00:2c:68  NOOBS 192.168.1.100 3/08/2022 8.1.0 4.7.0 4.19.56-pi2+barebone-1 4.19.56-1pi2+1 Defaults wmview  TLXRPi Permanent Factory
7 00000000€ 5016226 b8:27:eb:dl:b2:a6 RPI4Bnew  192.168.1.105 22/03/20198.10 470  4.19.56-rpi2+barebone-1 4.19.56-piz¢1 Defaults vmwiew TLXRPI Permanent Factory
8
19 |aa316807- geaarhi2h Marg 192.168.1.109 18/01/2038 820 480  4.19.102-phoenix-barebone-1 4.19.102-phoenix-1 Defaults rdp Phoentx PC Permanent Factory
21 (01154056 803 1811-CESE 452927586201 D00c29SEAZal  vmwaryM 1921681200 9/07/2019804 000 Unknown Unknown Defaults web  Phoenix PC Trial Factory
23 | d4eca600-7270- 103802 bBacedTHSH0 bimeredTTASED NUCTCRYH  192.168.1108 30/08/2020 810 470  4.19.34-intel-sfi-barsbone-1  4.19.34-intel-sff-1  Defaults vmview  TLXNUC32 Permanant Factory
,: 0971b6db-fad1-f66f-a111-54b20389bd71  54:b2:03:89:bd:71  newnuc 192.168.1.3 18/01/2038 8.2.0 4.8.0 4.19.102-sff-barebone-1 4.19.102-5#f-1 Defaults rdp TLX NUCB4 Permanent Factory
f 31852949-1b11-c306-b354-34c601180a5¢  S4cB:91:1EbasSc  NUCTCIYH 192,168,163 16/02/2021 810 470  4.19.34-intel-sff-barebone-1  4.19.34-intel-sff-1  Defaults vmview TLX NUCS4 Permanent Factory
. 0000000001126253 bs:27:ebilai62:53  OldRPIZ 192.168.1.101 30/08/2020 8.05 460  4.14.71-rpi2sbarebone-1 21471-pize Defaults hdi TLXRPI Permanant Factory
ba:27:eb:2Ticsde  RAK2245 192.168.14 7/07/2021 811 471 4.19.56-rpi2+barebone-2 21956122 Defaults ssh TLXRP Permanent Factory

exparts ® ]

R Type here to search
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23 The Device menu

] ThinlinX Management Software
File Device Tools Help

Ermziap 'mFE = F m e m e m e m
E Commands D Refresh Information Crl+Alt+ @ O EEENL I N X
Update L Enter/Exit Maintenance Mode Ctrl+Alt+E
Dist mnload  Storage  Refresh
Local Configuration » Reboot/Power Off Device Ctrl+Alt+P
T , Reset to Defaults Ctri+Alt=D  Idress Mede FirmwareVer  Client Ver  License Type Status Suppert Expiry
Set Reset State Ctrl+Alt+R Used 12 of 100 (last checked 2023-02-17)
Delete Device Ctrl+D Restart Mode Applications Ctrle Alt+M 1120 VNC 4111 241 Permanent Never
Set Application Mode  Ctrl+M o A118 SIGNAGE 4110 840 Permanent  Offline Never
Synchronize Digital Signage Folders Ctrl+Alt+5 a7 VMVIEW 4114 841 Permanent Mever

Bootstrap — This provides the same function as the TMS Storage Icon

Commands

Refresh Information - Refreshes the TMS Database with latest information stored on each
highlighted TLXOS device

Enter/Exit Maintenance Mode — All highlighted devices will reboot into ThinLinX Firmware
Maintenance mode or Exit Maintenance Mode after selecting from the dialog box below and
pressing OK

5] Maintenance Mode ? *

Select operation:

(®) Enter Maintenance Mode
() Exit Maintenance Mode

Cancel
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Reboot/Power Off device - All highlighted devices will either reboot or power off depending
on the selection below

IE] Reboot/Power Off ? >

Select operation:

(® Reboot
() Power Off

Cancel

Reset to Defaults, this command resets all highlighted devices to the Reset state as configured
in the “Set Reset State” dialog shown below. If nothing has been previously set, the devices
will be reset to Factory Defaults

Set Reset State, allows you to set a Reset State which is loaded when you action the Reset to
Defaults command, the Reset State can be one of the three choices in the image below

[E] Set Reset State 7 X

When reset, revert to:

() Current settings (create new reset state)
(®) Existing saved state (if any)
() Factory defaults

Cancel

Restart Mode Applications
This will restart the mode that you have configured using the Mode Button

Synchronize Digital Signage Folders — All Digital Signage information has been moved to a
separate user guide which you can download here https://thinlinx.com/dsi-quick-start-guide.pdf
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E] ThinLinX Management Software
File Device Tools Help

Bootstrap 4
A P )
sl L les RN L | N X
Update s Install Hotfix Ctrl+Alt+H
Dist s Upoad Download Storage Refresh
e i o Update License Crl+AltrL
Network Configuration » Upgrade Firmware Ctrl+Alt+F IP Address Mode Firmware Ver ~ ClientVer  License Type Status. Support Expiry
Upgrade TMS Client  Ctrl+Alt+C Used 13 of 100 (last checked 2023-02-17)
Delete Device Ctri+D  piecen RASPUEITY 15 MIDUET B RV 1.1 192.168.1.115 411 841 Permanent  Never
Set Application Mode  Ctrlepg  ‘release  Raspberry PiZero 2 Rev 10 192168.1.118  SIGNAGE 4110 340 Permanent Offline Never
- 2100 Raspberry Pi 400 Rev 1.0 19216817 VMVIEW 4111 841 Permanent Never

Update

Install Hotfix - from time to time between new TLXOS Firmware releases a Hotfix may be
released to correct a bug, update Citrix Receiver etc. To install a Hotfix, first click on the
Download Icon, select the Hotfix from the Dialog box list, click OK to download the Hotfix to
TMS. Select any devices that you wish to install the Hotfix to (by clicking on the lines with the
devices to select them) then click on Device -> Update -> Install Hotfix to launch the selection
dialog box shown below, click on the Hotfixes to install, then OK to copy the Hotfix to selected
TLXOS devices. You will be prompted to reboot the devices to finalize the installation and
permanently save the Hotfix to the devices storage. Please note that each Hotfix has a TLXOS
version number as part of their names, you can only install Hotfixes for the same version of
TLXOS as the device is running

Select Updates to Download ? x

Select server dosest to your location:

Asia i
Description Type Platform Release Date Size in MB &

Hotfix for 4.11.1 - Enable hardware power 5. hotfix TLX_RPi Feb-04-2023 0.0
Hotfix for 4.11.1 - Support Argon One casef.. hotfix TLX_RPi Feb-04-2023 0.1
Hotfix for 4.11.1 - Suppert fan in official Pi... hotfix TLX_RPi Feb-04-2023 0.0
Hotfix for 4.8.3 - Enable hardware power swi... hotfix TLX_RPi Dec-11-2021 0.0
Hotfix for 4.8.3 - Support fan in official Pi4 ... hotfix TLX_RPi Dec-11-2021 0.0
Hotfix for 4.11.0 - Mew Signage periodic syn... hotfix Phoenix_PC Oct-04-2022 0.0
Hotfix for 4.11.0 - Mew Signage pericdic syn...  hotfix TLE_MNUCES Oct-04-2022 0.0
Hotfix for 4.11.0 - New Signage pericdic syn... hotfix TLX_RPi Oct-04-2022 0.0
Hotfix for 4.11.0 - Mew Signage pericdic syn...  hotfix TLX_RPi_laT Oct-04-2022 0.0
Hotfi for 4.11.1 - RDP Kiosk Mode fix hotfix Phoenix_PC Feb-10-2023 0.0
Hotfix for 4.11.1 - RDP Kiosk Mede fix hotfix TLX_MNUCE4 Feb-10-2023 0.0
Hotfix for 4.11.1 - RDP Kiosk Made fix hotfix TLE_RPi_laT Feb-10-2023 0.0
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Update License — The License Type in the Dialog box shown below defaults to “Paid
License”, this can be changed to Free Trial if the automatic Free Trial failed to install during
TLXOS installation for some reason. The Update License selection is used to either Install or
Reinstall a Paid License, Revoke a License or Verify an existing License. All ThinLinX
TLXOS Licenses are now perpetual and never need to be paid for again.

To carry out any of the License actions below just enter the email address and password that
you registered at the ThinLinX Online Store into the Email and Password dialog boxes. You
must have purchased at least one TLXOS License for the device type that you wish to License,
either RPi 2,3,4,400, (RPi 1 or Zero 10T version), Re-Purpose PC / Laptop and Small Factor
Devices.

To update a Free Trial to a Paid License select Install/Reinstall. The encrypted License is
automatically created by the License Server and downloaded to the TLXOS device where it is
stored. The License is deliberately erased during Firmware upgrades, but is automatically
reinstalled after the upgrade on first boot up. In the very unlikely event that you have a SD
Card Failure or you decide to use a faster SD Card you can just reinstall TLXOS on the new
SD Card, which will automatically contact the License Server to check if the hardware is
licensed. The License Server already has your hardware details in its database, it will send the
previous License Key for your hardware to the new SD Card, and you do NOT need to buy a
new License.

IF] Licensing Credentials ? et

Email [user@thinlinx.com

Password

[ ] show Password

License Type | Paid License =

License Action |Verify -
InstallReinstall

If you select Verify this will update the number of Licenses that you have used of each type as
shown on TMS

Do not Revoke a License unless you never want to run TLXOS on that device again. Revoking
a License allows you to reuse that License on another device. This is very useful in the case of
a hardware failure where you want to reuse the License on a new device or in the case a device
has been stolen or lost or if you upgrade from a RPi3 to a RPi4 and don’t want to run TLXOS
ever again on the RPi3. The same applies to any TLXOS device, including RePC or ISFF

To be able to revoke a License it must be visible on TMS, which means that it must have been
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detected at some point by TMS and displayed on the TMS console. You can only revoke a
License on a device shown as offline on TMS

The TLXOS installer attempts to automatically License a 30 Day Free Trial on the installation
device by connecting to the ThinLinX License Server at https://tls.thinlinx.com during the
installation.

If the installer is unable to automatically License the device with the ThinLinX License Server
at https://tls.thinlinx.com the device will open a Dialog Box with a four minute Countdown to
give you time to use either the local configuration menu or TMS to install either a Free or Paid
License. After 4 minutes a dialog box will appear advising a License has been acquired or if
this was unsuccessful it will boot into ThinLinX Firmware Maintenance (TFM) mode. You can
License a device that is in TFM mode by selecting it on TMS and then following the
Install/Reinstall procedure above.

The failure to License can be caused either the wrong date on the device or a proxy server
blocking the connection. If a Proxy Server is blocking the connection you need to use TMS ->
Tools -> Options to launch the TMS Preferences dialog, enter your Proxy server information,
click on Save, close TMS, then Open TMS to restart it. If your device boots into TFM mode
due to the 30 Day Free Trial failing to License you can still use TMS -> Device -> Install
License, select Free Trial to License the 30 Day Free trial. You cannot enter any information,
just click on OK. To exit the TFM mode, either press Enter on the Local Desktop or use TMS
-> Device -> Commands -> Enter/Exit Maintenance Mode

Licensing Credentials 7 e

Email |me @thinlinx. com
Password

Show Password [

License Type | Free Trial A

License Action | Install Reinstall b

Cancel

If the Free Trial failed because you are behind a Proxy Server please either follow the
procedure above or edit the proxy.txt file on the USB stick installer or RPi SD Card installer to
add your proxy server details before attempting installation
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To obtain a Permanent License for a Product you must purchase a License from the ThinLinX
online Store https://tls.thinlinx.com/store/index.php/

The Store accepts Paypal or Credit Cards through Paypal, contact ThinLinX at
sales@thinlinx.com for other payment options.

Upgrade Firmware — This provides the same functionality as clicking on the TMS Upgrade
Icon. You should check that you have downloaded the latest firmware for your TLXOS device
before carrying out a Firmware Upgrade. To do this click on the TMS Download Icon and
select the firmware for your device. The firmware is downloaded, unzipped and then can be
deployed to any highlighted TLXOS device of the same class.

[E] ThinLinX Management Software
File Device Tools Help

Bootstrap e
[ EnE P GO EE .

Update Install Hotfix Ctrl+Alt+H
Update License Crl+Alt+L
Upgrade Firmware Ctrl+Alt+F IP Address Mode Firmware Ver Client Ver License Type Status Support Expiry

Upgrade TMS Client Ctrl+Alt+C Used 13 of 100 (last checked 2023-02-17)
Delete Device Ctl+D  siece RaSPUEITY FI & IVILUEN B REV 1.1 192.168.1.115 4111 8.4.1 Permanent H i Never
Set Application Mode Ctrishy  Hrelease Raspberry Pi Zero 2 Rev 1.0 1921681118 SIGNAGE 4110 2.4.0 Permanen it Offline Never

- w400 Raspberry Pi 400 Rev 1.0 192.168.1.7 VMVIEW 4111 8.4.1 Permanent t Never

Dist s Upload Download Storage Refresh

Local Configuration

Network Configuration

Upgrade TMS client - every TLXOS firmware release includes the latest TMS client which
communicates information from the TLXOS device to the PC running TMS. In some
circumstances a new version of the TMS client is made available between Firmware releases,
this can be downloaded using the Download Icon and then copied to highlighted TLXOS
devices by using this option. Whenever a newer version is available the Client Version number
it is shown in Blue on the TMS console, see more information below

5] Upgrade TMS Client ? x

Upgrade TMS dient

(@) Instal latest TMS dient version 8.4.1
() Let me select the TMS dient to install

Cancel

Whenever a newer version of either TLXOS Firmware or the integrated TMS client is available
it is shown on the TMS console in Blue. In the example below you can see that there is a newer

38


https://tls.thinlinx.com/store/index.php/
mailto:sales@thinlinx.com

version of TLXOS available for the Firmware Version shown in Blue as these are both older
than the latest version. The same applies to the Client Version. TMS will default to check for
Firmware and TMS client updates on startup. You can change this to check to either “Manually
or Daily” which are selected on the TMS Preferences dialog reached by selecting TMS -> Tools
-> Options

] ThinlinX Management Software
File Device Tools Help

RESERERE E G EERN xmw. v

Discover Name Mode Displays  Reboot Locale  Upgrade Metwork Peripherals  Upload Download Storage  Refresh

Firmware Type Hostname Hardware IP Address Mode Firmware Ver  Client Ver License Type Status Support Expiry

¥ TLXRPi Used 13 of 100 (last checked 2023-02-17)
p453fecef Raspberry Pi 4 Model B Rev 1.1 192.168.1.115 4111 241 Permanent Never
RPidrelease Raspherry Pi Zero 2 Rev 1.0 192.168.1.118  SIGMAGE 411.0 8.4.0 Permanent Offline Never
RPi400 Raspberry Pi 400 Rev 1.0 192.168.1.7 WMVIEW 4111 841 Permanent Never
RpidGE Raspberry Pi 2 Model B Rev 1.2 192.168.1.120  SIGMAGE 4110 840 Permanent Offline Never
RAK2245 192.168.1.3 55H 471 8.3.0 Permanent Offline Never
Ch4 182.168.1.124  VMVIEW 4100 8.3.0 Trial Offline 2021-07-19

~ TLXRPiloT Used 2 of 100 (last checked 2023-02-17)
RAKT7246G 192.168.1.8 RDP 482 8.3.0 Permanent Offline Never
pcsf021d5 Raspberry Pi Zero W Rev 1.1 192.168.1.122  SIGNAGE 4.11.0 8.4.0 Permanent Offline Never
RPi2017 Raspberry Pi Zero W Rev 1.1 192.168.1.122  SIGMAGE 4111 841 Permanent Offline Mever

~ Phoenix PC Used 15 of 100 (last checked 2023-02-17)
RePC-4.10.1a  VMware, Inc. VMware Virtual Platform  192.168.1.225  RDP 4101 8.4.0 Permanent Never

Local Configuration

] ThinLinX Management Software
File Device Tools Help

Bootstrap G
[ = ICGBEBEGOEE wmw. .
ot
13

Disc Locsle  Uparade  Network Periphersis  Uplosd  Dowrload  Storsge  Refresh
Local Configuration Change Hostname Ctrl+Shift+H
Address Mode Firmware Ver Client Ver License Type Status Support Expi
Network Configuration Conti Dyl Ctrl+Shift+D VP ppor Bepiny
) ) Used 13 of 100 (last checked 2023-02-17)
Delete Device Ctrl+D Craliye e s Curk:Shift+P 531775 4111 241 Permanent | Never
Set Application Mode  CrrisM Edit Raspberry Pi Configuration  Cirl+Shift«E 621,112 SIGNAGE 4110 340 Permanent  Offline Mever
S CirleShiftec (6817 VMVIEW 4111 841 Permanent Mever
Re ) ) 881120 SIGNAGE 211.0 840 Permanent  Difline Never
Y| SEEmilegle] CuleShiftel 6313 son 471 830 Permanent  Offline Never
Ch SetPowerSaving Ctrl+ShiftsS 68,1124 VMVIEW 4100 330 Tial Offline 2021-07-19
¥ TLXRPiloT Set Restricted Feature Password ~ Ctrl+Shift+R Used 2 of 100 (last checked 2023-02-17)
R 6818 RDP 182 830 Permanent  Dffline Mever
] pdlEt e ans o Longuans CuleShift=Z (61122 SIGNAGE 1110 840 Permanent  Dffline Never

Change Hostname — This option provides the same function as clicking on the “Name” Icon

Configure Displays — This option provides the same function as clicking on the “Displays”
Icon

Configure Peripherals — This option provides the same function as clicking on the Peripherals
Icon

Edit Raspberry Pi Configuration — This launches an Editor that allows you to edit and save
the RPi config.txt. You need to be careful when editing config.txt as a mistake could result in
the RPi no longer booting. If this happens unplug the RPi Power remove the SD Card and try
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editing it in a card reader. A last resort would be to reimage the SD Card
Please ensure you reboot after making any config.txt changes

[E] config.txt ?

boot_delay=1

disable_splash=0

dtparam=audio=on,watchdog=on

[pi4]

max_framebuffers=2

dtoverlay=vcd-fkms-v3d

# uncomment to get 4K resolutions at up to 60 Hz on HOMID only (requires == 3A
# power supply with Type C connector (no microlSE adapter))
#hdmi_enable_4kp&0=1

# uncommment if you need composite video output on a Fi 4
#enable_tvout=1

[all]

start_x=1

# uncomment if you get no picture on HDMI for a default "safe" mode
#hdmi_safe=1

# TLXOS will enable default overscan only when HDMI is in CEA mode
disable_overscan=1
disable_overscan:1=1

# uncomment to force a console size. By default it will be display's size minus
# overscan.

#framebuffer_width=

#framebuffer_height=

#framebuffer_depth=32

#framebuffer_ignore_alpha=1

# uncomment if hdmi display is not detected and composite is being output
#hdmi_force_hotplug=1

Save Cancel
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Set Client Log Level — Set client Log level to Debug or Quiet

5] ™S Client Log Setting ? X

Set TMS dient log status to:

(®) Debug
) Quiet

Cancel

Set Power Saving — Set Powersave mode to Enabled or Disabled

[E] set Powersave Mode 7 X

Set powersave mode to:

(®) Enabled
() Disabled

Cancel

Set Restricted Feature Password — Set Restrictive Feature Password is very useful to lock
end users out of the TIxconfig local configuration menu. Highlight the devices that you want to
be password locked and enter the details below

5] Configure Restricted Feature Password ? X

] Restricted Feature Password

Passward

Confirm Password

Cancel
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Set TimeZone and Language — This option provides the same features as the “Locale” Icon

You can highlight a device and press Enter to display all the Device information that TMS
has stored in its database

IE] Device Information ? >

Property Value &N

Boot Mode Mormal Mode

Crnd Line Args
DNS 1

DNS 2
Description

Dormain Search Path

Firewall Enabled yes

Firrmware Type TLXE RPi
Firmware Versicn 49.0
Hostnarne Mormalda0

IP Address 192.163.1.105
Kernel Version 4.19,97-rpid+1
Keyboard Layout us

Keyboard Model pcl03
Keyboard Opticn none
Keyboard Variant none

L e n
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Network Configuration

E ThinLinX Management Software
File Device Tools Help
Bootstrap

»
E Commands v
Update ’

I.Eg EERER L | N X

Dist Locale  Upgrade Metwork Peripherals Upload Download Storage Refresh
Local Configuration r
5 5 ddress Mode
MNetwerk Cenfiguration > Configure Network Ctrl+Shift+ N
Delete Device Ctrl+D Configure Session Shadowing Ctrl+Alt+Shift+5 34 945 41411
Set Application Mode Ctrl+M Configure TMS Discovery Ctrl+Shift+ T 31118 SIGNAGE 47110
217 WRAVIFW 4111
Rp Optional Services b Configure PXE Server
RAKZ245 192,14 Configure Remate Triggering
Ch4 19214
v TLXRRiloT Configure TMS Beacon
RAK7246G

19201 Configure VNC Server

Firmware Ver

Client Ver

241 Permanent
.40 Permanent
241 Permanent

Crl+Alt+Shift+P  ermanent

Ctrl+ Alt+Shift+T ~ &rmanent

fal
Ctrl+Shift+B

Ctrl+Alt+Shift+V  ermanent

License Type

Status
Used 13 of 100 (last checked 2023-02-17)

Offline

Offline
Offline
Offline
Used 2 of 100 (last checked 2023-02-17)
Offline

Support Expiry

Never
Never
Never
Never
Mever
2021-07-19

Mever

Configure Network — This option provides the same features as the Network Icon

Configure Session Shadowing — If you need higher security than our basic VNC Server mode

and want to traverse NAT boundaries you will need to use TLXOS session shadowing which
can be accessed via the <ctrl><alt>s keyboard shortcut. Please read the TLXOS user guide for
more information on this mode. You can configure which Server the client device will connect

to using TMS as shown below

E Seszion Shadowing

Default Shadower

The console operator (shadowee) must always initiate
the connection, and may override these settings.

Hostname TP |sha|:||:|'.r-.'.t|'|inlinx.cnm|

Part |443

4k

] view only

Cancel

Configure TMS Discovery — This is covered earlier in this user manual
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Optional Services

Configure PXE Server - This mode is used for Network installation of TLXOS or to enable
Diskless Booting of devices.

Diskless booting is easy to set up, but will only work on the same subnet as the Diskless Server
device as we use the ATA over Ethernet protocol

https://en.wikipedia.org/wiki/ATA over Ethernet

If you intend to use PXE boot Network Installation mode to install TLXOS, ThinLinX
recommends that you set up a separate Network using a Router, even a DSL modem with a
Switch port is a good option if you do not have access to a Router. This will isolate the PXE
boot Network from your normal Network as only devices PXE booted on the isolated Network
will boot our TLXOS installer

Plug the Router / DSL Modem WAN Port into your normal Network to provide Internet
connectivity which is required for Automatic Licensing of the 30 Day Free trial. Plug your
TLXOS device being configured as a PXE Server into one of the Switch ports on the Router /
DSL Modem, plug you other devices of the same class to be installed with TLXOS into the
other Switch Ports. If the TLXOS device you are using as a PXE Server is running RePC the
devices will be installed with RePC, if you are running Small Form Factor (SFF) the devices
will be installed with SFF. If you are using an RPi 4 or RPi400 you may need to update the
bootloader to ensure that PXE booting is enabled, you also need a new Blank or newly
formatted SD Card fitted to ensure that the RPi does not boot the SD Card before PXE Boot

Use the Network information below as a guide but enter your own Network values. Reboot the
TLXOS device which you just configured as the PXE Server to permanently save the values
you have entered. You can now PXE boot any of the devices to be installed with TLXQOS, they
will download and install TLXOS from the PXE Server. The PXE Server mode runs in the
background. You must be connected to the Internet for the 30 Day Free Trial to successfully
register. If the Free trial fails to register due to a Web Proxy, you can use TMS to Register the
Free Trial or Permanent License after installation of TLXOS.

You may configure Diskless Clients if you wish to boot devices without any storage fitted, you
do NOT need to isolate these from your normal Network. A RPi400 is an excellent PXE Server
for a small Network of Diskless RPi’s

Each Diskless client is allocated 500MB of storage on the system running PXE Server mode,
this 500MB of storage is used to hold configuration information but is also big enough to hold
Hotfixes etc.

The latest versions of TLXOS 4.11.1 and 4.8.3 preserve the Diskless storage area during
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upgrades which means you can use TMS to upgrade the PXE Server device to a newer version
and all the diskless devices are then upgraded with their configuration preserved

IE] PXE Server Configuration ? by

Enable PXE Server

Subnet |192.168.1.0

Netmask |255.255,255.0

|
|
DHCP Range Start |192.168. 1,100 |
|

DHCP Range End | 192.168.1.199|

Reguest Filter

(®) Respond to PXE boot requests only
() Respond to all DHCP requests
Purpose

(::l Provisioning

(@) Diskless Clients

Cancel

Configure Remote Triggering — Enables an application on TLXOS to be launched remotely

IE] set Remote Triggering ? >

Set Remote Triggering to:

(") Enabled
(®) Disabled

Cancel

Configure TMS Beacon — This is covered earlier in this user manual

45



Configure VNC Server — there are use cases where non-interactive shadowing is a legitimate
and reasonable requirement (e.g. when the TLXOS device never runs anything like a remote
desktop session and no passwords or personal information is ever entered, such as digital
signage and some kiosk uses

For such cases we have provided a simple (unencrypted, consent less, forward VNC)
alternative. Use this feature at your own risk, adding an access password doesn't improve
security much - the encryption used is weak, and is only used for authentication purposes; for
session encryption you need SSL.

IE] Configure VNC Server ? =

VMC Server

Leave blank for no password

Password |(esssessss

Confirm Password [sssssssss

Cancel

Delete Device — This will delete any highlighted devices on the TMS Console, you would
normally only use this option to delete an offline device that you no longer have. If you delete a
device by mistake it will reappear the next time that you boot it unless you “Revoke” the
License. You will be given the option to “Revoke” the device’s License which frees up the
License to be used on another device of the same class. Once you “Revoke” a License that
device can NOT be licensed with TLXOS ever again, be very careful with this option

Tools

E ThinLinX Management Software
File Device Tools Help

Opticns Ctrl+0
! es ions R @ Y
o il |2 15 co + [+ ] [ g

Discover N Download Updates Cirl+l 5o Upgrade Network Periphersls Upioad Download Storage  Refresh

Mark News as Unread  Ctri+N Hardware 1P Address Mode FirmwareVer  ClientVer  License Type Status Support Expiry
Toggle Discovery - Used 13 of 100 (Jast checked 2023-02-17)
orews  Raspberry Pi 4 Model B Rev 1.1 192,168,115 414 841 Permanen t  Sefcession shadowing defaults  Never

1l F

Options — This is explained in the first few pages of this user guide
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Reset TMS Options — Resets TMS Options back to defaults

E Reset Options >

Are you sure you want to reset TMS settings to default values?

If you click on Yes, all settings will be reset and TMS will exit.

Y¥es Mo

Download Updates — This open the Download Dialog box, you can also use TMS Download
Icon to launch this dialog box. This allows you to download TLXOS Firmware Upgrades, TMS
Upgrades, TMS Client Upgrades and Hotfixes

Mark News as Unread

E Mark Mews as Unread oo

o Mark all downloadable Mews items as unread?

Yes Mo

If you select Yes, the next time you start TMS, all the latest TMS and TLXOS News appears on
the TMS screen as shown in the example below
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E Roadmap for TLXOS 5.0 7 TMS 9.0 (Revised)

TLXOS 5.0.0 and TMS 9.0.0 work is taking longer than expected, so we are
squeezing a little more life out of TLXOS 4.x and TMS 8.x.

It's <till the plan that the final TLX0S 4.x release (currently 4.11.x,

hopefully @ 4.12.x will not be necessary) will become the new Long Term Stable
(LTS) release - replacing TLXOS 4.8.x - when TLX0S 3.0.0 is released. We wiill
consider releasing TLXOS 4.8.4 if customers really need this, although Debian
Jessie is now very old indeed.

We are now being severely hampered by TLXOS 4.x design limitations, in
particular the inability to provide a Linux kernel later than 5.4 due to
insufficient space in the /boot filesystem, and therefore intend to deliver
TLXOS 5.0.0 under TMS 8.x, rather than delaying it until TMS 9.0.0 is ready.

TLXOS 5.0.0 will still include the features that we guaranteed in our previous
announcements, namely:

- TLX0S 5.x releases will be based on Debian 11 (Bullseye), and will initially
feature a 5.10 Linux kernel.

- TLX0OS will no longer have a separate Maintenance Mode partition (or Linux
kernel). Maintenance Mode will be merged into the /boot filesystem, as an
alternative initramfs that will use the same kernel as Normal Mode.

- TLX0S installation will become more flexible with regard to filesystem sizes.
Upgrades will be able to enlarge the base root filesystem (/actualroot) as
needed, and if necessary will repartition to enlarge /boot also, although
this will necessarily result in loss of midlayer (/config) data, i.e. reset
to default settings.

- TL¥0S 5. will no longer support ARMyS (Rasoberry Pi vl or original Pi Zero)

W

Close

Toggle Discovery — This Enables or Disables UDP Device discovery, you can also click on

TMS Discover Icon to toggle UDP Discovery on or off

[ ThinLinX Management Software
File Device Tools | Help

Ctrl+H

Online Help
| ca| R | 5 | = e+ | ] )] o |

Discover ~ Mame Mode Displays Reboot Locale  Upgrade Metwork Peripherals Upload Download Storage Refresh

Firmware Type Hestname Hardware IP Address Mede Firmware Ver  Client Ver License Type
~ TLXRPi
pd53fecef Raspberry Pi 4 Model B Rev 1.1 192.168.1.115 4111 841 Permanent
RPidrelease Raspberry Pi Zero 2 Rew 1.0 192.168.1.118  SIGNAGE 4110 840 Permanent
RPidD0 Raspberry Pi 400 Rev 1.0 192.168.1.7 VMVIEW 4111 841 Permanent

Support Expiry
Used 13 of 100 (last checked 2023-02-17)

MNever

Never
Never

Help

Online Help — Downloads and displays the latest TMS User Manual on your default Web



Browser

About TMS — Launches a dialog box with the TMS version number and the ThinLinX Pty Ltd
Copyright message

IE] About TMS ? X

=R L | N X

ThinLinX Management Software Ver 8.4.1
Copyright 2015-2022 ThinLin¥ Pty Ltd All rights reserved

Online Help Close

Wireguard a second VPN option for TLXOS — ThinLinX has integrated the Wireguard
Kernel module into the latest TLXOS 4.11.1 and TLXOS 4.8.3

We did not have time for this latest release to update TMS and the local TIxconfig menu to add
Wireguard configuration graphical controls, but you can easily edit a /etc/wireguard/wg0.conf
file yourself

Please follow the guide here

How do | obtain root access on a device running TLXOS?
http://help.thinlinx.com/knowledgebase.php?article=7

Once you are logged in as the root user run the commands below

apt-get update
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apt-get -y install --no-install-recommends wireguard-tools

You need to create the Wireguard client end Private and Public Keys

cd /etc/wireguard

umask 077

wg genkey | tee client_privatekey | wg pubkey > client_publickey
You then need to create a wg0.conf file in /etc/wireguard

Run touch wgO to create a blank wgO file, then use the built in nano or vi editor to create your
wgO0.conf file

My /etc/wireguard/wg0.conf is pasted below with some comments with what | did
[Interface]
## This Desktop/clients's private Key ##

PrivateKey = enter your private key as generated above

## My Wireguard Client ip address ##
Address = 192.168.10.3/24

[Peer]

## Your Server public key ##

PublicKey = Your Server public key goes here

## set ACL ## My client end Network is 192.168.1.0/24 and the Remote

## Wireguard Server Network is 192.168.0.0/24

## My Wireguard VPN uses Client wgO IP 192.168.10.3 and server IP 192.168.10.1

## Allowed IP’s are my wgO tunnel 192.168.10.0/24 and my remote network 192.168.0.0/24
## The settings below allow me to access any device on my remote 192.168.0.0/24 network

AllowedIPs = 192.168.10.0/24, 192.168.0.0/24

## Your server's public IPv4/IPv6 address and port ##
Endpoint = yourserverdomain:51820

## Key connection alive ##
PersistentKeepalive = 15
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## After you create the /etc/wireguard/wgO0.conf file run the command below and then reboot

systemctl enable wg-quick@wg0

For more information on wireguard https://www.wireguard.com/

Notes on USB Redirection — Redirection of USB devices can be configured in Citrix HDX,
VMware Horizon and RDP modes when Redirect USB is set to Auto or Manual. A “Show
Overrides” Icon appears in the left side of the Mode configuration dialog box, you can fine tune
USB settings by clicking on this Icon

5] UsE Redirections ? x B
Redirect [} Description 7] Auto Reconnect Mode  Horizon (VMware) -
Policy Default 0450750 Microsoft Corp, Wired Keyboard 600 [ sk Mod Submode |BLAST (no H.264)
osk Mode ubmode no H. =
Policy Default v | 03f(:cell HP, Inc ST
olor Dep
Policy Default ¥ | 046d:c062 Legitech, Inc, M-UAS144 [LS1 Laser Mouse] Graphics Qualty High -
raphics Quali
Policy Default ~ | 046d:0a38 Legitech, Inc. Headset H340 T
udio Quali
Redirect Audio Yes -
Redirect Microphone =~
Cancel
WMarg T IEE T A0 ROP T80 ToraneT Show Overrides Redirect USE | Auto 4
vimwarih 192.168.1.100 WEB 0.0.0 Trial Redirect Serial -
TLX WUC32
MNUCTCPYH 192.168.1.108 VMVIEW 470 Permanent Latency
Security HTTPS (strict validation) -
Window Size Auto hd

Server/Broker [:Port] ‘horizon.minlinx.com |

Gateway/Proxy[:Port]

Command Line Args ‘ |

|:| Auto Login Username

show Password Passward
Set default values Get application help

oK Cancel
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24  Sorting TMS Clients into departments

It’s recommended when managing a higher volume of TLXOS units that devices are grouped
into sub folders or containers called departments. When TMS is first installed, a default
department called Orphans is created and all TMS Clients that connect to TMS are stored in this
department. You can create as many departments as you wish and store your TMS Clients in

these departments.

To create a new department, right click in the Department section on the left hand side of the Ul,
then click on the New Department pop-up, as shown below, then enter a name for the department

and click on the OK Icon.

[E] ThinLinX Management Software

File Device Tools Help

RESEICCERER E] G EAEE .

Upload Download Storage Refresh

Discover ~ Name Mode Displays Reboot Locale  Upgrade Metwork Peripherals

Firmware Type Hostname Hardware IP Address Mede Firmware Ver  Client Ver License Type Status Support Expiry

~ TLXRPi Used 13 of 100 (last checked 2023-02-17)
pa33fecef Raspherry Pi4 Model B Rev 1.1 192.168.1.115 41 841 Permanent Newver
RpidGE Raspberry Pi 3 Model BRev 1.2 192168.1.120  SIGMAGE 4110 240 Permanent Offline Never
RPidrelease Raspberry PiZero 2 Rev 1.0 192.168.1.118  SIGMAGE 4110 840 Permanent Offline Never
RPi400 Raspberry Pi400 Rev 1.0 192.168.1.7 VMVIEW 4111 841 Permanent Never
RAK2245 192.168.1.3 SSH 471 830 Permanent Offline Mever
M4 192168.1.124  VMVIEW 4100 830 Trial Offline 2021-07-19

~ TLXRPiloT Used 2 of 100 (last checked 2023-02-17)
pcdfi21d3 Raspberry PiZero W Rev 1.1 1921681122 SIGMAGE 4110 840 Permanent Offline Newver
RPi2017 Raspberry Pi Zero W Rev 1.1 1921681122 SIGMAGE 4111 241 Permanent Offline Mever

Orphans RAKT2456G 19216818 RDP 482 830 Permanent  Offline Never

~ Pheenix PC Used 15 of 100 (last checked 2023-02-17)

rfb30f7272570 192.168.1.118  WEB 0.0.0 822 Trial Offline 2021-11-08

E ThServer

Enter department name:

ul

Cancel

52



Once a department has been created, you can rename, delete, link profile or unlink profile by
right clicking on the department then clicking on the pop-up as shown below

[E] ThinLinX Management Software

File Device Tools Help

RESECERE E EEEE . o

Discover ~ Name Mode Displays  Reboot Locale  Upgrade MNetwork Peripherals Upload Download Storage Refresh

Firmware Type Hostname Hardware IP Address Made Firmware Ver Client Ver License Type Status Support Expiry
¥ TLXRPi Used 13 of 100 (last checked 2023-02-17)
pd33fecef Raspherry Pi 4 Model B Rev 1.1 192.168.1.115 414 841 Permanent Never
RpidGE Raspberry Pi 3 Model B Rev 1.2 192.168.1.120  SIGNAGE 4110 840 Permanent Offline Mever
RPidrelease Raspberry Pi Zero 2 Rev 1.0 192.168.1.118  SIGNAGE 47110 240 Permanent Offline Mever
RPi400 Raspberry Pi400 Rev 1.0 192.168.1.7 VMVIEW 4111 841 Permanent Never
RAK2245 192.168.1.3 S5H 471 830 Permanent Offline Never
CM4 192.168.1.124  VMVIEW 4100 830 Trial Offline 2021-07-19
v TLXRPileT Used 2 of 100 (last checked 2023-02-17)
pcsfi21ds Raspberry Pi Zero W Rev 1.1 182.168.1.122  SIGNAGE 47110 840 Permanent Offline Never
RPi2017 Raspberry Pi Zero W Rev 1.1 192.168.1.122  SIGNAGE 4111 841 Permanent Offline Mever
RAKT246G 192.168.1.8 RDP 482 830 Permanent Offline Mever
Delete oenix PC Used 15 of 100 (last checked 2023-02-17)

. rfb30f7272570 192.168.1.118  WEB 0.0.0 822 Trial Offline 2021-11-08
RaCRrcti rdafddeaa3al 1921680136 WEB 000 222 Trial Offline 2021-04-12
Rename ra990cab3340c 192.168.1.118  S5H 0.0.0 822 Trial Offline 2021-04-12
Unlink Profile RsyncServer  VWMware, Inc. VMware Virtual Platform  192.168.1,119 4110 8.4.0 Permanent MNever

RePCtester 192.168.1.123  RDP 481 822 Trial Offline 2021-03-03

RePCESXi 1921681132 WEB 483 8.2.2 Permanent Offline Never

RePC-410.1a  VMware, Inc. VMware Virtual Platform  192.168.1.225  RDP 4101 8.4.0 Permanent Mever

NUCT Intel Corporation 192.168.1.122  VMVIEW 411 841 Permanent Offline Mever

NUC7 Intel Corporation NUC7CIYH 192.168.1.120 HDX 4111 241 Permanent Offline Mever

Live500 192.168.1.119  RDP 500 8.3.0 Permanent Offline Never

48110493 192.168.1.108  WEB 49.3 822 Trial Offline 2021-03-02
v TLX NUC32 Used 28 of 100 (last checked 2023-02-17)

NUCT7CPYH 192.168.1.108  VMVIEW 470 810 Permanent Offline 2020-08-30
v TLX NUCE4 Used 28 of 100 (last checked 2023-02-17)

NuCa Intel(R) Client Systerns NUCBCCHK 192.168.1.120  RDP 411 841 Permanent Offline Mever

TMS does not allow you to delete departments that have TMS clients assigned to them. First
reassign clients before deleting a department.

You can change the order in which the departments you created are displayed. Simply drag and
drop them to create the order you want.

To move a TLXOS device to particular department, just drag it from the Ul and drop it into the
relevant department.

If a TLXOS device that was previously discovered and visible on TMS is no longer visible, check
each department to see if you have misplaced it and in fact it is visible but hidden in a different
department. When you click on a department you will only see devices that are in that
department. If a device is still not visible it may need to be power cycled to force a reboot.
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25 Helpful information and links
Please take the time to read the following additional user guides

https://thinlinx.com/tIxos-user-manual.pdf

https://thinlinx.com/faq/

http://help.thinlinx.com/knowledgebase.php

Changelog for TLXOS 4.10.0, TLXOS 4.8.2, TIxconfig 4.6 / TMS Client and TMS 8.3.0.

http://help.thinlinx.com/knowledgebase.php?article=71

http://help.thinlinx.com/knowledgebase.php?article=72

http://help.thinlinx.com/knowledgebase.php?article=69

http://help.thinlinx.com/knowledgebase.php?article=70

Top FAQ?’s listed below

How does TLXOS Licensing work?
http://help.thinlinx.com/knowledgebase.php?article=8

What hardware does TLXOS support? What is each TLXOS edition for?
http://help.thinlinx.com/knowledgebase.php?article=35

Is there a virtual appliance for managing TLXOS devices?
http://help.thinlinx.com/knowledgebase.php?article=64

Is TLXOS 32-bit or 64-bit?
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http://help.thinlinx.com/knowledgebase.php?article=29

How many gigabytes of RAM does my Pi need?
http://help.thinlinx.com/knowledgebase.php?article=46

How can | protect clients from rogue/unauthorized TMS servers?
http://help.thinlinx.com/knowledgebase.php?article=73

How do I obtain root access on a device running TLXOS?
http://help.thinlinx.com/knowledgebase.php?article=7

You can also use TMS to launch a ssh session using Putty if you save the session information as you
configured it above with the name “TLXOS”

2 PUTTY Configuration ? >
Category:

=- Sgssion Basic options for your PuTTY session

{ + Logging Specify the destination you wart to connect to

- Temina Host N IP add P
... Keyboard st Name (or [P address) Port
- Bell | |[22 |
- Features Connection type:

= Windaow (ORaw (O Telnet (O Rlogin ®SSH () Segal
F-.ppea.rance Load, save or delete a stored session
- Behaviour
... Translation Saved Sessions
- Selection | |
- Colours .

Default Settings

- Connecton EEC——
. Data Saye
- Prowy
. Telnet Delete
- Rlogin
E-55H
-+ Serial Close window on exit:

() Mwayz () MNever (@ Only on clean exit

About Help Qpen Cancel
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To ssh to a TLXOS using TMS, highlight the device by clicking on it, then right click to launch the
SSH to Device option and then press Enter

[E] ThinLinX Management Software
File Device Tools Help

BSEECEAE E QO EE mmw.

iJ-JJ
Discover Name de Dusp\ays Rehnnt anaa Upgrada Metwork Peripherals  Upload Download Storage  Refresh
Firmware Type Hostname Hardware IP Address Mede Firmware Ver Client Ver License Type Status Support Expiry
~ TLXRPi Used 13 of 100 (last checked 2023-02-17)
pA33fecef Raspberry Pi4 Model B Rev 1.1 192.168.1.115 4111 241 Permanent Mever
RpidGB Raspberry Pi 3 Model B Rev 1.2 192.168.1.120  SIGMAGE 4110 8.4.0 Permanent Offline Never
RPidrelease  Raspberry Pi Zero 2 Rev 1.0 1921681118 SIGMAGE 4110 840 Permanent  Offline | Sl Dme . Never
RPi400 Raspberry Pi 400 Rev 1.0 102.168.1.7 VMVIEW 4141 841 Permanent i Mever

Press Enter or Click on “SSH to Device” to launch the SSH Session, enter your Passcode when the
Xterm SSH Window appears, you are now logged in as root.

EF 192.168.1.7 - PuTTY - O ¥

Some of our users want to install additional software of their choice, of course they are free to do this if
they wish, at their own risk

Any Software that is installed may be deleted / completely erased at any time by simply carrying out a
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Factory reset using TMS or the Local Desktop

You can see in the above Putty xterm window that | have typed df to see the file system disk space
usage on a 4GB RAM RPi400. Note that tmpfs is mounted on /run, this is the directory that is used to
temporarily store any software that you install before storing it permanently to the SD Card or Disk
drive on Shut down or Reboot of a TLXOS device

In the example above you can see there is a total of 1835268 1K-Blocks available in /run, if you are
planning on installing some large software packages you may run out of space unless you run the
following command to allocate more system memory to /run

“mount —o remount,size=85% /run” You can adjust the 85% to larger or smaller
The next step is to run “apt-get update”
Then apt-get install “your package name”

If you are installing a number of packages it is still possible to run out of Ram in which case you
should run the “df” command between packages to see if the /run directory is nearly full

If so, simply reboot TLXOS, the shutdown / reboot will take longer than usual as the system is writing
the installed packages to the SD Card / Hard Disk during the shutdown phase.

To continue installing new packages repeat the process above

How do I pair a Bluetooth Device?

We are planning on adding graphical controls to configure Bluetooth in a future TMS release, however
this is not a priority due to lack of interest in Bluetooth on TLXOS

ThinLinX will add a GUI to make this easy but for now you have to ssh as root and then run the
commands below, this example is for pairing a Bluetooth Keyboard (modify for your detected
Hardware)

# bluetoothctl
[NEW] Controller 00:10:20:30:40:50 pi [default]

[bluetooth]# agent KeyboardOnly
Agent registered

[bluetooth]# default-agent
Default agent request successful

[bluetooth]# scan on

Discovery started

[CHG] Controller 00:10:20:30:40:50 Discovering: yes
[NEW] Device 00:12:34:56:78:90 myL.ino

[CHG] Device 00:12:34:56:78:90 LegacyPairing: yes
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[bluetooth]# pair 00:12:34:56:78:90

Attempting to pair with 00:12:34:56:78:90
[CHG] Device 00:12:34:56:78:90 Connected: yes
[CHG] Device 00:12:34:56:78:90 Connected: no
[CHG] Device 00:12:34:56:78:90 Connected: yes
Request PIN code

[agent] Enter PIN code: 1234

[CHG] Device 00:12:34:56:78:90 Paired: yes
Pairing successful

[CHG] Device 00:12:34:56:78:90 Connected: no

[bluetooth]# connect device 00:12:34:56:78:90

Copyright

© 2023 ThinLinX Pty Ltd All rights reserved.

Information in this manual is protected by copyright laws and is the intellectual property of ThinLinX
Pty Ltd No changes may be made to this manual without the written consent of ThinLinX Pty Ltd No
part of this manual may be copied, reproduced, translated or published in any form or by any means
without prior written permission from ThinLinX Pty Ltd
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